
Designed for Security.
Our private cloud infrastructure is built with a redundant backup designed to maintain 
continuous operations. Our “design-for-security” mindset and approach are an integral 
part of our product development processes from the ground-up.   

CT’s secure product lifecycle methodology helps safeguard our web applications from 
unauthorized access or other malicious activity.

People, Process & Workflow.
Our information security program is embedded in every workflow, including infrastructure 
security, HR, governance & product development. CT policies and standards cover a 
wide range of security areas, such as access control, incident management and threat 
management, including annual SSAE 18 SOC 1 Type II audits. 

Our comprehensive privacy program is tasked with implementing the latest in data 
privacy requirements, including GDPR and CCPA.

Data Handling & Environment.
All our hosting facilities use SOC 2 Type II compliant environments, and they are ISO 27001 
certified. Our network architecture enforces multi-zoned security perimeters and firewalls 
to establish secure zones for additional protection. 

Your data is encrypted in transit by protocols such as TLS both from our data center and 
all internet-facing applications.

To learn more about how we can better support your needs, 
contact a CT Service Representative.

CT Corporation

Data Security
We understand that your data is vital to your 
business operations, just as it is to ours.
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