Privacy and Data Protection Law: EU Member States

Preliminary note: Please do not explain the provisions of the GDPR (or other European and international legal instruments since these are dealt with in the EU monography. Simply refer to the GDPR provisions where relevant and focus on the specificity of the national legal framework regarding privacy and data protection.

General Introduction
§1. General Background of the Country
§2. Telecommunications Infrastructure
§3. The Information and Communications Technology Market
§4. E-Government

Part I: Privacy protection in [Member State]
§1. Privacy protection in the Constitution
§2. National application of European and international conventions (incl. national jurisprudence regarding ECHR Art. 8)
§3. Privacy in electronic communications (national transposition of the e-Privacy Directive)
§4. Other relevant national legal provisions regarding the protection of privacy

Part II: National data protection law
§1. Background: general description of the national data protection law (+ short presentation of other relevant national legislation)
§2. Scope of the national law (material, personal, territorial)
§3. Concepts (national jurisprudence – also previous to the GDPR - , DPA opinions + divergent and additional definitions)
§4. Minors

Part III: General principles
§1. Data quality principles
§2. Legal grounds
§3. Special categories of data

Part IV: Data subject rights
§1. Right to be informed
§2. Right of access
§3. Rights of rectification
§4. Right to erasure
§5. Right to restriction
§6. Profiling
§7. Right to object
§8. Restrictions (national implementation of Art. 23 of the GDPR)

Part V: Duties of controllers and processors
§1. National rules regarding duties of controllers
§2. National rules regarding joint controllers
§3. National rules with regard to processors
§4. Data protection impact assessment and prior consultation
§5. Data protection officer

Part VI: Codes of conduct and certification
(Left open attending future developments)

Part VII: International transfers
§1. General principles (refer to the GDPR provisions + add national DPA opinions, etc.)
§2. Transfers in the context of international agreements (e.g. mutual legal assistance treaties)
§3. Transfers from public registers
§4. Transfers for reasons of public interest

Part VIII: Enforcement
§1. Supervisory authorities
   I. Composition
   II. Competence, tasks and powers
§2. Remedies
§3. Liability of controllers and processors
§4. Penalties

Part IX: Specific processing situations
§1. Processing for journalistic purposes and academic, artistic or literary expression
§2. Processing of personal information versus public access to official documents
§3. Processing of the national identification number
§4. Processing in the context of employment
§5. Processing for scientific research, public archiving and statistical purposes

Part X: Specific data protection regimes
§1. Obligations of professional secrecy (incl. equivalent obligations of secrecy)
§2. Churches and religious associations
§3. Law enforcement agencies (national transposition of Directive 2018/680)
§4. National security services
§5. Other specific régimes (e.g. civil protection, etc)
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Part I: Privacy protection in [country]
§1. Privacy protection in the Constitution
§2. National application of regional and international conventions (incl. e.g. national jurisprudence regarding ECHR Art. 8 and judgments of the ECtHR regarding violations of Art. 8 by the country)
§3. Privacy in electronic communications (incl; rules regarding use of cookies, etc.)
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§1. Background : general description of the national data protection law (+ short presentation of other relevant national legislation)
§2. Scope of the national law (material, personal, territorial)
§3. Concepts and definitions
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§3. Special categories of personal data
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§8. Other data subject rights
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(left open attending future developments)

Part VII: International transfers
§1. General principles
§2. Transfers in the context of international agreements (e.g. mutual legal assistance treaties)

Part VIII: Enforcement
§1. Supervisory authorities
§2. Composition
§3. Competence, tasks and powers
§4. Remedies
§5. Liabilities
§6. Penalties

Part IX: Specific processing situations
§1. Processing for journalistic purposes and academic, artistic or literary expression
§2. Processing of personal information versus public access to official documents
§3. Processing of the national identification number
§4. Processing in the context of employment
§5. Processing for scientific research, public archiving and statistical purposes

Part X: Specific data protection regimes
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