Information Technology Law

Preliminary note for EU Member State monographies: Please do not explain the provisions of European and international legal instruments, since these are dealt with in the EU monography. Simply refer to these provisions where relevant and focus on the specificity of the national legal framework.
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